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AGENDA
• C Z Y  D A  S I Ę  Ż Y Ć  B E Z  S I E C I ?

• S I E Ć  G L O B A L N A :  + / -

• N A S Z A  T O Ż S Z A M O Ś Ć  W  S I E C I

• A I  –  R E W O L U C J A  C Z Y  E W O L U C J A ?

• C Z Y  W A R T O  I N W E S T O W A Ć  W  S I E B I E ?
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INTERNET JAKO GLOBALNA SIEĆ

C z y  d a  s i ę  b e z  n i e j  ż y ć ?
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Może tak, ale…
• Jak się będę komunikował ze znajomymi?

• Jak kupię bilet na koncert?

• Jak odrobię zadanie?

• Jak poszukam restauracji, kina itp.?

• Jak będę np. W Hiszpanii jak zamówić coś w 

restauracji?



INTERNET JEST 
W TAKIM RAZIE
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DOBRY

ZŁY



KIEDYŚ/DZISIAJ

• NOWE FILMY
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• KSIĄŻKI

• MUZYKA

• ZAKUPY

• DOSTĘP DO ZNANYCH 
OSÓB

• DOSTĘP DO WIEDZY



CZYLI ŚWIAT JEST 
JUŻ IDEALNY?
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UZALEŻNIENIE

S o c i a l  m e d i a O d r a b i a n i e  z a d a ń

▪ Ile czasu spędzamy przez ekranem smartfona?

▪ Jesteśmy zasypywani dużą ilością krótkich informacji

▪ Telefon wciąż nas powiadamia 

▪ ChatGPT

▪ Weryfikujemy wygenerowanej treści?
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INTERNET TO RÓWNIEŻ  ZAGROŻENIA

Tre ś c i
▪ Nielegalne treści

▪ Tzw. Fake newsy

Toż s a m o ś ć
▪ Kradzież tożsamości

▪ Łatwiej nas oszukać

Z a g roże n i a
▪ Atak phishingowy

▪ Atak typu spear phishing

▪ BEC (Business Email Compromise)

▪ Email spoofing

▪ Man-in-the-middle (MITM)
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ATAK PHISHINGOWY
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GDZIE?

▪ Poczta elektroniczna

▪ Komunikatory (WhatsUp)

▪ Portale sprzedażowe (OLX)

▪ SMSy

▪ Portale społecznościowe

▪ telefon

▪ Link do strony

▪ Wyłudzenie informacji (login, hasło, 
nr karty)

▪ Nakłonienie do czynności 
(zainstalowanie oprogramowania

▪ 17% wszystkich ataków na pocztę



ATAK TYPU SPEAR PHISHING
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▪ Poczta elektroniczna

▪ Komunikatory (WhatsUp)

▪ Portale sprzedażowe (OLX)

▪ SMSy

▪ Portale społecznościowe

▪ telefon

▪ Przygotowana specjalnie pod nas 
wiadomość

▪ Atakujący podszywa się pod kogoś 
kogo znamy (mama, tata, ktoś z 
rodziny, 
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PRZYKŁAD ATAKU

W Ł A M A N I E  D O  S K L E P U / G R Y  O N L I N E

Posiadamy tam konto (hasło takie samo jak do maila)

ATA K U J Ą C Y  P R Z E J M U J E  N A S Z  M A I L

Ponieważ mamy takie samo hasło jak w grze online (lub sklepie)

ATA K U J Ą C Y  P R Z E J M U J E  N A S Z E  I N N E  KO N TA

Portale społecznościowe, sklepy, portale sprzedażowe

O K U P  L U B  P R O Ś B A  O  B L I K A  D O  Z N A J O M Y C H

Atakujący prosi naszego znajomego o blika, żeby zapłacić w sklepie
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JAK SIĘ BRONIĆ

R Ó Ż N E  H A S Ł A

Różne hasła do różnych systemów

S KO M P L I KO WA N E  H A S Ł A

Hasło nie może się z nami kojarzyć

U W I E R Z Y T E L N I A N I E  W I E L O S K Ł A D N I KO W E

Np. W oparciu o telefon (aplikacja Authenticator)

PA S S W O R D  M E N E D Ż E R

Są darmowe aplikacje
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DEMO
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• Logowanie bezhasłowe

• Logowanie wieloskładnikowe

To zdjęcie, autor: Nieznany autor, licencja: CC BY-SA-NC

https://croke.es/blog/passwordless/
https://creativecommons.org/licenses/by-nc-sa/3.0/


SZTUCZNA INTELIGENCJA - 

RODZAJE
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Wą s k a  s z t u c z n a  i n t e l i g e n c j a

Z a p r o j e k t o w a n a  d o  o p a n o w a n i a i  w y k o n y w a n i a  
j e d n e j  z d o l n o ś c i  p o z n a w c z e j  o k r e ś l o n e j  j e d n e j  z

Ogó l n a  s z t u c z n a  i n t e l i g e n c j a

M a s z y n y,  a l g o r y t m y  m o g ą  r o z u m o w a ć  I  
p o d e j m o w a ć  d e c y z j e  j a k  l u d z i e

S z t u c z n a  S u p e r i n t e l i g e n c j a

K o m p u t e r  j e s t  t a k  s a m o  i n t e l i g e n t n y  j a k  
c z ł o w i e k  a l b o  n a w e t  b a r d z i e j



ZASTOSOWANIE AI
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• W codziennym życiu – rozwiązuje wiele problemów

• W przemyśle – analiza danych, automatyzacja

• W nauczaniu – języków obcych, języków programowania

• W medycynie -  diagnostyka, personalizacja leczenia



CZY MOŻEMY UFAĆ AI
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1 . P r z e z r o c z y s t o ś ć  i  z r o z u m i a ł o ś ć  –  

z r o z u m i e ć  j a k  d z i a ł a j ą  a l g o r y t m y,  j a k  

A I  p o d e j m u j e  d e c y z j e

2 . Z a s a d y  e t y c z n e  -  W p r o w a d z e n i e  z a s a d  

d o t y c z ą c y c h  u ż y c i a  A I ,  a b y  z a p e w n i ć ,  

ż e  t e c h n o l o g i a  j e s t  u ż y w a n a  w  s p o s ó b  

o d p o w i e d z i a l n y.  ( d z i s i a j  n i e  m o ż n a  

g e n e r o w a ć  f i l m ó w )



KORZYSTANIE Z AI
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J e ż e l i  z a p y t a m i  C h a t G P T  c o  

m u s z ę  u m i e ć ,  ż e b y  z  n i e g o  

s k o r z y s t a ć :

- N i e  m u s z ę  b y ć  e x p e r t e m

- P o d s t a w o w a  z n a j o m o ś ć  

o b s ł u g i  a p l i k a c j i  I  

k o m p u t e r a

- B y ć  k r e a t y w n y m
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• AI dzisiaj nie zastępuje człowieka a 

wspiera go w wielu obszarach

• Warto wiedzieć jak AI działa

• Nie warto zostawiać swojego losu w 

“rękach” AI

• Pamiętajmy, że z AI korzysta “dobra 

strona mocy” jak i “zła strona mocy”

PODSUMOWANIE

To zdjęcie, autor: Nieznany autor, licencja: CC BY



DZIĘKUJĘ

M a r e k  K r u p a m a r e k @ t w o j a b i . n e t

w w w. t w o j a b i . n e t
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